|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Α/Α | ΠΕΡΙΓΡΑΦΗ ΤΕΧΝΙΚΗΣ ΠΡΟΔΙΑΓΡΑΦΗΣ | ΑΠΑΙΤΗΣΗ | ΑΠΑΝΤΗΣΗ ΥΠΟΨΗΦΙΟΥ | ΠΑΡΑΠΟΜΠΗ |
| 1 | ΔΙΚΤΥΟ  |  |  |  |
|  | Καθημερινή παρακολούθηση λειτουργίας, αντιμετώπιση προβλημάτων (διακοπή λειτουργίας switch, προβλήματα σε πόρτες: shutdown, error disabled, speed etc)  | **ΝΑΙ** |  |  |
|  | Παραμετροποίηση Port (με βάση την υπάρχουσα λογική έως τώρα, ή με βάση αναθεωρημένης μελλοντικής πολιτικής)  | **ΝΑΙ** |  |  |
|  | Διαχείριση WiFi, παρακολούθηση λειτουργίας, εγκατάσταση νέων Access points, ρυθμίσεις ασφαλείας  | **ΝΑΙ** |  |  |
|  | Αλλαγή στην τοπολογία, χρήση οπτικής σύνδεσης εάν είναι εφικτό, etherchannels εάν θεωρηθεί ότι απαιτούνται σε κάποιες περιπτώσεις  | **ΝΑΙ** |  |  |
|  | Switch configurations (εάν χρειάζονται αλλαγές, προσθήκες)  | **ΝΑΙ** |  |  |
|  | Backup switch configurations (αυτόματα? κάθε πότε? έλεγχος λήψης backup)  | **ΝΑΙ** |  |  |
|  | Έλεγχος εάν υπάρχουν backup γραμμές σύνδεσης μεταξύ των switch  | **ΝΑΙ** |  |  |
|  | Καταγραφή λίστας λειτουργικών switch & διαθέσιμα spare (εάν τα μοντέλα των spare μπορούν να αντικαταστήσουν άμεσα κάποιο προβληματικό λειτουργικό switch)  | **ΝΑΙ** |  |  |
|  | DNS Server (υπάρχουσα εγκατάσταση, πιθανά προβλήματα)  | **ΝΑΙ** |  |  |
|  | Κύριες γραμμές internet δικτύου (ΕΔΕΤ και ΣΥΖΕΥΞΙΣ). Που και πως χρησιμοποιείται η καθεμία, εάν υπάρχει δυνατότητα σε περίπτωση βλάβης της μιας να χρησιμοποιείται η άλλη και τι επιπτώσεις θα έχει στην υπάρχουσα τοπολογία  | **ΝΑΙ** |  |  |
| **2** | **FIREWALL**  |  |  |  |
|  | Να γνωρίζει τις πολιτικές (και τις γενικές και των Vlans, subnets ή ακόμη και συγκεκριμένων IPs) που υπάρχουν αυτή τη στιγμή  | **ΝΑΙ** |  |  |
|  | Να μπορεί να κάνει Update πολιτικών (προσθήκη/εξαίρεση IP, subnet etc., προσθήκη/εξαίρεση πρόσβασης σε ιστοσελίδα etc)  | **ΝΑΙ** |  |  |
|  | Καθημερινή παρακολούθηση logs, αντιμετώπιση προβλημάτων στην λειτουργία του, updates etc, πρόταση εφαρμογής νέων πολιτικών  | **ΝΑΙ** |  |  |
|  | Δημιουργία λογαριασμών VPN και αντιμετώπιση προβλημάτων  | **ΝΑΙ** |  |  |
| **3** | **ESET Protect**  |  |  |  |
|  | Λειτουργικότητα  | **ΝΑΙ** |  |  |
|  | Να γνωρίζει τις πολιτικές που υπάρχουν αυτή τη στιγμή  | **ΝΑΙ** |  |  |
|  | Διαχείριση πολιτικών  | **ΝΑΙ** |  |  |
|  | Παραμετροποίηση (scheduled scans, κάθε πότε, σε ποιους ΗΥ)  | **ΝΑΙ** |  |  |
|  | Καθημερινή παρακολούθηση logs, αντιμετώπιση των θεμάτων που προκύπτουν, αντιμετώπιση προβλημάτων στην λειτουργία του, updates etc, πρόταση εφαρμογής νέων πολιτικών  | **ΝΑΙ** |  |  |
| **4** | **Radius server**  |  |  |  |
|  | Να γνωρίζει τις πολιτικές που υπάρχουν αυτή τη στιγμή  | **ΝΑΙ** |  |  |